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ПЛАН

мероприятий по обеспечению безопасности персональных данных

Мероприятия по обеспечению безопасности персональных данных при их обработке в информационной системе персональных данных ***«»*** включают в себя:

- определение лиц, ответственных за защиту информации в ООО «»;

- определение перечня ПДн, обрабатываемых в ООО «»;;

- определение цели обработки ПДн;

- определение сроков обработки и хранения ПДн;

- определение и учет лиц, допущенных к работе с персональными данными в информационной системе;

- организация доступа в помещения, где осуществляется обработка ПДн;

- обучение работников, допущенных к обработке ПДн, основам информационной безопасности;

- определение угроз безопасности персональных данных при их обработке, формирование на их основе модели угроз;

- классификация (определение уровня защищенности) информационной системы персональных данных;

- разработку на основе модели угроз системы защиты персональных данных, обеспечивающей нейтрализацию предполагаемых угроз с использованием методов и способов защиты персональных данных, предусмотренных для соответствующего класса (уровня защищенности) информационных систем;

- проверку готовности средств защиты информации к использованию с составлением заключений о возможности их эксплуатации;

- установку и ввод в эксплуатацию средств защиты информации в соответствии с эксплуатационной и технической документацией;

- разработка организационно-распорядительных документов (далее — ОРД).

- обучение лиц, использующих средства защиты информации, применяемые в информационных системах;

- учет применяемых средств защиты информации, эксплуатационной и технической документации к ним, носителей персональных данных;

- периодический контроль за соблюдением условий использования средств защиты информации, предусмотренных эксплуатационной и технической документацией;

- разбирательство и составление заключений по фактам несоблюдения условий хранения носителей персональных данных, использования средств защиты информации, которые могут привести к нарушению конфиденциальности персональных данных или другим нарушениям, приводящим к снижению уровня защищенности персональных данных, разработку и принятие мер по предотвращению возможных опасных последствий подобных нарушений.
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